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@Override

public void configure(HttpSecurity http) throws Exception {

http.csrf().disable()

.exceptionHandling() // 统一异常处理

.authenticationEntryPoint((request, response, authException) -> response.sendError(HttpServletResponse.SC\_UNAUTHORIZED)) // 自定义异常返回

.and()

.authorizeRequests()

.antMatchers("/api/\*\*")

.authenticated() // 拦截所有/api开头下的资源路径，包括其/api本身

.anyRequest()

.permitAll()// 其他请求无需认证

.and()

.httpBasic(); // 启用httpBasic认证

}